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This qualityaustria certificate confirms the application 
and further development of an effective 

The validity of the qualityaustria certificate will be 
maintained by annual surveillance audits and one 
renewal audit after three years.

Mag. Christoph Mondl
CEO

Quality Austria - Trainings, Zertifizierungs und Begutachtungs GmbH,
AT-1010 Vienna, Zelinkagasse 10/3

Vienna, 17 January 2023

Date of initial issue: 17 January 2023

Valid until: 16 January 2026

Quality Austria - Trainings, Zertifizierungs und 
Begutachtungs GmbH awards this qualityaustria 
certificate to the following organisation:

Registration No.: U-04748/0

The current validity of the certificate is documented exclusively on the Internet under 
http://www.qualityaustria.com/en/cert

9ed0f01b-ced8-4824-
8767-82ae9fbdfb68
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Quality Austria - Trainings,
Zertifizierungs und

Begutachtungs GmbH is
accredited according to

the Austrian Accreditation
Act by the BMWFW
(Federal Ministry of

Science, Research and
Economy).

Quality Austria is
accredited as an
organisation for

environmental verification
by the BMLFUW (Federal

Ministry of Agriculture,
Forestry, Environment and

Water Management).

Quality Austria is
authorized by the VDA

(Association of the
Automotive Industry).

For accreditation
registration details please

refer to the applicable
decisions or recognition

documents.

Quality Austria is the
Austrian member of IQNet
(International Certification

Network).

CERTIFICATE

Mag. Dr. Werner Paar
CEO

DI Axel Dick, MSc
Specialist representative

ENVIRONMENTAL MANAGEMENT SYSTEM
complying with the requirements of standard

ISO 14001:2015

CETIN DOO BEOGRAD 
Omladinskih brigada 90, 11070 Beograd, Srbija 

Key business processes, systems and services provided 
in order to design, develop, implement, maintain and provide 
IT and security support services for telephone services 
(fixed and mobile), use of data transmission between 
devices (M2M), virtual private data transmission networks 
(Data VPN), Internet (fixed and mobile), short message 
services (SMS), telehousing, monitoring and alarm 
monitoring systems and management of security incidents 
that may cause disruption or interruption in the service 
provision process and may have a significant impact 
on CETIN and its users


